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Warning and Disclaimer

Every effort has been made to make this book as complete and as accurate as possible, but no warranty or fitness is implied. The information provided is on an "as is" basis. The author and the publisher shall have neither liability nor responsibility to any person or entity with respect to any loss or damages arising from the information contained in this book or from the use of the CD or programs accompanying it.

When reviewing corrections, always check the print number of your book. Corrections are made to printed books with each subsequent printing.

First Printing: March 2021

**Corrections for May 11, 2022**

|  |  |  |
| --- | --- | --- |
| **Pg.** | **Error – First Printing** | **Correction** |
| 582 | No. 12 reads:  Create user bob and set this user’s shell so that only this user can change the password. | Should read:  Create user bob and set the user’s shell such that this user can only change the password and cannot do anything else. |

**Corrections for June 30, 2021**

|  |  |  |
| --- | --- | --- |
| **Pg.** | **Error – First Printing** | **Correction** |
| 589 | Chapter 6, Question 10, answer reads:  D. When a file with the name /etc/nologin.txt is created, only the root user is allowed to log in, and nobody else. In this file you can specify a message that will be shown to users who are trying to log in. | Should read:  C. If a file /etc/nologin exists, only the user root will be allowed to log in. To display an optional message to users trying to log in, the message can be included in /etc/nologin.txt |

This errata sheet is intended to provide updated technical information. Spelling and grammar misprints are updated during the reprint process, but are not listed on this errata sheet.